**MMC 3.0 最佳实践**

以下是 MMC 3.0 的最佳实践。

**以不具备管理权限的用户身份登录**

* 使用管理权限登录时，可能会将所控制的系统暴露给恶意用户而遭受攻击。有关详细信息，请参阅[为什么您不应该以管理员身份运行计算机](http://go.microsoft.com/fwlink/?LinkId=54607" \t "_blank)。
* 使用 **Runas** 命令打开特定的工具。有关详细信息，请参阅[使用 MMC 中的 runas 命令](http://go.microsoft.com/fwlink/?LinkId=54609" \t "_blank)。
* 对于经常使用的工具，可以创建使用 **Runas** 命令的快捷方式。这些快捷方式将有助于在不危急安全性的情况下高效工作。
* 完成任务之后，请关闭此工具。该操作将消除违反系统安全性和恶意用户访问的可能性。

有关详细安全信息，请参阅[本地用户和组最佳实践](http://go.microsoft.com/fwlink/?LinkId=54610)。

**遵循所使用工具的安全性准则**

* 在每个工具附带的“帮助”中查找安全性准则。

**使用“磁盘清理”功能**

* 控制台文件的每个用户首选项都保存在配置文件中。由于这些更改聚集在一起，因此占用了大量的磁盘空间。若要释放此磁盘空间，请使用“磁盘清理”功能。